Written comments gathered from input gathered from the recent Singapore WIPO consultative meeting in January 1999, and the Asia Pacific Policy and Legal (APPLe) meeting held in Singapore in March 1999 during the APRICOT regional meeting

Comments submitted by Laina Raveendran Greene

Chair and Facilitator of APPLe

This paper is submitted to include the comments that were made by the many participants attending the Singapore WIPO regional consultative meeting in January 1999 and meetings following this. These meeting were very well attended by individuals from the trademark community as well as from the Internet industry such as country code Top Level Domain Name Registries. 

Before looking at the substantive comments, I would like to take the opportunity to thank WIPO for having taken the time to put together a very comprehensive document. WIPO should also be complemented for trying to be fair, in that it does not propose itself to be the exclusive forum for dispute resolution but rather proposes a list of accredited forums in which applicants can choose to resolve disputes.

Besides this however, there is a fundamental problem with RFC3. RFC3 as it stands purports to import US anti-dilution law (which has not been endorsed in its entirety in both the Paris Convention and the TRIPs agreement). Such importation through a chain of contracts through ICANN is therefore unacceptable. Furthermore, such importation would amount to equating domain names to trademarks, and the anti-dilution law would also mean that all combinations and misspellings of the famous and wellknown mark will now be excluded in all open TLDs. This will dramatically reduce the scalability of domain names, and exclude the possibility of legitimate names to co-exist. This is totally unacceptable and is of concern to this region.

What was particularly noteworthy at the WIPO Singapore meeting, and which should be duly recorded was that the audience UNANIMOUSLY (WIPO took a vote on this) disagreed with Chapter 4 of the RFC3. The audience unanimously agreed to throw out Chapter 4 altogether from the report. It was felt that Chapter 4 provides rights over and above that of existing national and international laws, and it was also felt unnecessary to create such an extensive alternative dispute resolution mechanism for such relatively few number of cases. The APRICOT meeting attendees also felt the same.

Participants believe in the need to protect against cyberpiracy, cybersquatting, etc and to protect against infringements on trademark rights, but they also believe that these protections should be in accordance with existing laws and there should be no attempt to create new rights. Furthermore, there may be other legitimate interests to a name other than trademark rights, e.g. family name, company name, prior usage, etc. Therefore any mechanism put in place be balanced and should not give due preference to one legal right over the other. That would not be a fair system.

The current RFC3 is too heavily biased in favor of famous trademark holders. Many participants in Asia may have big firms with large trademark interests, such as Singapore Telecom, Malaysia Telekom, but they are well known, and not famous. Under RFC3, the right of those of a few famous marks would supercede their rights. Why should famous mark holders have rights over and above that of other wellknown trademarks, especially when current international and most national laws do not give them more rights than others? 

Application of US anti-dilution laws, and having the general exclusion of all TLDs for famous marks reduces the scalability of domain names, and could exclude other legitimate interests from having a domain name they may be entitled to. 

Also having presumptive provisions in favor of famous mark holders, which is recommended in RFC3, goes over and above the rights famous mark holders have in the real world. Why should they have more rights in cyberpace? In fact RFC3 in page iii says “the Interim Report does not suggest the creation of new intellectual property rights” and yet it goes on to do so. If such clauses are to be explored, the scope of application should be limited to mala fide or cyber piracy cases.

Having made some preliminary comments,  I shall attempt to make  detailed comments.

Chapter 1- 
1) I am a little concerned with terms used which seem to imply that a domain mark is equated with a trademark (which I know is the approach used in US anti-dilution law). I refer in particular para 1 of the executive report which states “domain names have acquired a further significance as business identifiers”.  People may have domain names which relate to their family name, company name, address, and not necessarily their trademark. These people may also be running websites that are non-commercial or even if they are, be involved in a business which will never cause any confusion to the consumer as to the source of the product or service.

There are also other categories of TLDs in which people have domain names e.g. .org, .net, .edu etc which are clearly not business identifiers. Furthermore, today, there is a growing trend to use domain names as search engines, i.e. moving towards generic domain names such as games.com rather than sonic.com.

I think we have to be careful therefore in not equating all domain names with trademarks. There can be legitimate domain names, which may or may not have anything to do with someone’s trademark and these rights should also be given weight. We do live in a complex world of competing trademark interests (in different product categories, service categories, different countries, etc), not to mention other legitimate interests to a name. Careful consideration should be given to this, before we jump into unnecessary wide protections for trademark holders.

2) With reference with para 25- I agree with the addition of “dispute prevention or practices in the administration of the DNS that are designed to reduce the incidence of conflict between domain names and intellectual property rights”.  This is handled in Chapter 2, and is agreeable within limits of how the information will be treated, e.g respect of privacy or selective distribution of the information.

3) However, I do not agree with the expansion of the original scope as laid out in the White Paper. The White Paper proposed that WIPO “1) develop recommendations for a uniform approach to resolving trademark/domain name disputes involving CYBERPIRACY (my emphasis) (as opposed to conflicts between trademark holders with legitimate competing rights)-para 22. The WIPO RFC3 (para 25) expanded this scope to all cases of disputes, i.e. including cases of dispute between trademark interests and other legitimate rights. 

It is felt that these cases are more complicated, and should be left to more appropriate fora. (A site ibm.com.in, which sells computers would be a clear infringement, but what about a site ibm.net.in which may be a site run by the Indian Business & Marchants Association in India on their trade association and other related trade associations. Does not the Indian trade association have a legitimate right to the domain name, as a legitimate trade association in India? )

4) Refer to para 36- while I agree that there may be no functional difference between gTLDs and ccTLDs, ccTLDs should be within the sovereign jurisdiction of each country. The ccTLDs registries should then apply the laws of that country regarding trademark laws, and other legitimate rights to names. RFC3 should clearly state that the WIPO recommendations do not apply to ccTLDs. (I do recognise that WIPO RFC3 indicates it applies only to open TLDs, which will include ccTLDs which are open. But I feel it has to be clear what it means by open- does a ccTLD NIC which registers residents in that country but does not mind if those residents later leave the country to continue using the ccTLD- is this open?)

Chapter 2

This is a major section that has been added to help avoid and reduce disputes between trademark holders and domain name holders. It is understandable, and given the fact that I am totally against Chapter 4, this is a more acceptable section to help assist trademark holders in their endeavor to enforce their rights. This section however should consider privacy, especially of minors, and ensure some mechanism where such information cannot be abused.

Also on the whole, in the endeavor to assist trademark holders, WIPO should not make recommendations, which put undue burden on registries and registrars. Theirs is a job to register names, not monitor it nor adjudicate it. Putting unnecessary burdens on them will increase their liability exposure and put extra administrative costs on them. In both cases, unless WIPO or trademark holders are willing to indemnify them, obligations on them should be minimal and using objective criteria which can minimize the questioning of their call of judgement on when to do take down, etc.

Some other comments-

Para 59- removes “particular courts” and replace with “relevant jurisdiction.” 

Para 69- re-registration should not be treated as a fresh application but just payment of yearly fees upon which an update of information is requested. I am not sure second reminders are a sufficient basis for cancellation. There should be suspension before cancellation, and only after some due diligence. 

Para 75- suspension should be exercised with caution. Suspension without having infringement proven could lead to injustice as well. It would be preferable to limit application of suspension only to mala fide or cyberpiracy cases only.

Para 88 and 89- searchable databases are OK, provided that access to them is limited. The criteria for access should be clear and it would also be preferable to have the person requesting information to also make good faith representations, and just cause, and there should be some penalty to them if it turns out that this is not the case.

Chapter 3- 

1) Firstly, this chapter should be limited to cyberpiracy cases as suggested by the White Paper “1) develop recommendations for a uniform approach to resolving trademark/domain name disputes involving CYBERPIRACY (my emphasis) (as opposed to conflicts between trademark holders with legitimate competing rights)” and should not cover all cases, i.e. even cases with competing legitimate interests.

Limiting its scope will make many of the proposals more acceptable. There are many other competing interests to names, and registries and registrars should not be embroiled in disputes where there are competing legitimate interests. Just because someone has a domain name that is similar or the same as someonelse’s trademark does not automatically make it objectionable. That person could be using a name that is linked to his family name or he could be operating a website that has nothing to do with the trademark of that other person. One should be very careful before equating domain names to trademarks. There are of course other cases where persons hoard domain names linked to someone else’s trademark and tries to sell it at a ransom- those cases will have other facts of mala fide that are more like cyberpiracy, and more accepted as objectionable and actionable.

2) Secondly, RFC3 attempts to make the difference between alternative dispute resolution (ADR) mechanisms such as mediation and arbitration and between administrative dispute-resolution procedure (ADRP). RFC3 does not make ADR mandatory but optional. This recognizes the fact that under normal ADR rules, the contract only binds the parties who sign it. ADR contracts cannot provide third parties the right to bind a person to the ADR contract to ADR.

Instead RFC3 creates a new procedure called the Administrative Dispute-resolution procedure (ADRP). This ADRP procedure is modeled after arbitration in that decisions made will be binding on the parties but unlike ADR it will not exclude the jurisdiction of the courts. Parties can still resort to the courts after a decision has been made. Also unlike ADR, results will be publicly available. More importantly, unlike ADR, this procedure attempts to gives rights to third parties to take benefit of these contracts and bind the applicant to ADRP. This goes beyond contract law principles around the world and should not be acceptable. Third parties should not be able to take rights from another’s contract.

In particular I refer to para 141 “the domain name registration agreement, which would contain a clause requiring the domain name applicant to submit to the administrative dispute-resolution procedure in respect of any dispute concerning the domain name. A third party complainant seeking to bring a claim against the domain name holder would have a choice of initiating national court litigation, calling the domain name holder to arbitration (if the domain name holder has chosen to submit to arbitration at its option in the domain name registration), or requiring the domain name holder to submit to the administrative dispute-resolution procedure.”  This means the domain name applicant has no choice to go to court but the trademark holder can chose to go to court or sue him under ADRP- not a fair system at all.

Therefore I disagree with the recommendation made in para 141 and para 145- that ADRP be adopted in the DNS, and by contractual chain from ICANN and be reflected in the domain name registration agreement. ICANN should not be in the business of dispute resolution. By sending down a contractual chain of obligations, ICANN may also be forced to take action when a domain name holder refuses to submit to ADRP (which under contract law they can rightly do so). If ICANN then takes action, it exposes itself to being sued by domain name applicants since it would be favoring trademark holders rights over that of others. As we have seen from the history of NSI, this is not ideal either.

3) Para 145- However, if the scope was limited to cyberpiracy, it is arguably acceptable since cases may be more clear cut. In other words, disagree with para 151 that ADRP be mandatory and be extended to “ANY DISPUTE concerning the domain name arising out of the alleged violation of an intellectual property right.” 

Even where limited to cyberpiracy, if trademark holders want ICANN, registries or registrars to take action, they will have to show good cause and indemnify ICANN. Where however competing interests are shown, ICANN should take no action and leave it to the appropriate authorities.

4)  The attempt to restrict remedies available is indeed commendable. However, there should be attempts to allow peaceful co-existence of names. Where cases involve competing legitimate interests, suspension or cancellation however is not acceptable. An ADRP panel, who is intellectual property lawyers, may not be in a position to access other legitimate interests that could exist under the laws of the world. Only where there are facts that indicate a possible case of cyberpiracy should such interim measures be allowed. 

Chapter 4- 

.

As was mentioned above, it was recommended by the Singapore WIPO meeting to delete this Chapter completely from the report. This was also the feeling of attendees of the APRICOT meeting. 

Here are reasons expressed by the delegates:

No more rights than currently exist in national and international laws should be provided under the WIPO recommendations.

1) Chapter 4 as it is written, is unfairly biased in favor of famous mark holders and creates rights for them which do not currently exist under national or international law. Chapter 4 recommends exclusions, which can be obtained and enforced for famous and well-known marks in open TLDs.  Para 219 indicates that “an exclusion would be granted in respect of either some or all open TLDs and would be granted indefinitely. However…third parties would be free to apply to have exclusion removed or to obtain an exception …(it is conceivable that a third party might prove a legitimate interest in being able to register a domain name).” In other words, the burden of proof is now shifted in favor of the trademark holder. This gives famous mark holders rights over and above that of other legitimate rights, which is not fair.

Also under existing national and international regimes, just having a famous mark alone does not give the holder the right to exclude names in all other areas of the law. Indian Business Merchants Association will still be registered as a legal association in India, and IBM under normal conditions cannot prevent this from happening. Why should it be any different in cyberspace?

Also under existing regimes, infringement is never presumed. Just because you have a name that is similar to a famous mark does not mean there is an infringement.

Refer to Article 6bis of the Paris Convention clearly states that there is infringement only when 

1) “the use of a trademark which constitutes a reproduction, an imitation, or a translation, liable to create confusion”

2) or “use to be well known in that country”

3) and “used for identical or similar goods”

It goes on to say “These provisions shall also apply when the essential part of the mark constitutes a reproduction of any such well-known mark or imitation liable to create confusion therewith”

In other words there has to be usage which is liable to cause confusion or use which is well known, AND used for similar goods and services.

Article 16.2 and 16.3 of the TRIPs agreement however, extends the application of Art 6bis of the Paris Convention to services as well as goods. It also extends the rights to goods and services, which are not similar to those in respect of which a trademark is registered. This comes closer to the US dilution law. 

YET UNLIKE THE US ANTI-DILUTION LAW, these articles also have other conditions before infringement is shown. Proving being well known is not sufficient. One also has to show:

1) “Provided that use of that trademark in relation to those goods or services would indicate a connection between those goods and services and the owner of the registered trademark” (in other words, usage and connection, not just the name is important. One would therefore think that having a similar or identical domain name will not be sufficient- but rather what that domain name is used for- e.g. a website selling or displaying goods and services or just a family album website”)

2) AND

3) “provided the interests of the owner of the registered trademark are likely to be damaged by such use” (again not just usage is needed, but damage of interests)

In other words, the name alone is not sufficient. You have to show usage with indicates a connection AND likelihood of damages.

Therefore the recommended procedures of general exclusion and the evidentiary presumption recommended in the RFC3,  goes over and above protection provided under international law. It is therefore, unnecessary and unfair to other legitimate right holders and Chapter 4 should be deleted.

Ironically, the WIPO paper admits that “it is likely that famous and well-known marks that may qualify for an exclusion number in the hundreds, rather than thousands” and this is their reason why such a complicated procedure of exclusion is justified. 

Participants at the Singapore WIPO meeting and APRICOT meeting on the other hand felt that why create such a complicated procedure to protect the rights of a few. After all, Chapter 2 has been created to help reduce and prevent disputes, and mechanisms have been put in place to help assist famous mark holders who need their rights enforced. Why have exclusion over and above all these other procedures. There is not sufficient justification for it, especially since this would be giving them rights that currently do not exist under national or international laws.

For these reasons, Chapter 4, and in particular, Para 218- recommending exclusion procedures, para 221 recommending ICANN to adopt a policy for enforcing exclusions and the chain of contracts to help enforce exclusions is NOT acceptable. ICANN, registries and registrars are bound by national and international laws, and no special rights, especially in favor of third parties (I,e trademark holders) should be created by contract. This would lead to unnecessary exposure to litigation on the part of ICANN, registries and registrars. ICANN and its bodies should be in the business of registering domain names and IP addresses, and should not get burdened with mechanisms which are not defensible under any national or international law.

Interestingly, the WIPO report states “An exclusion for a famous or wellknown mark would constitute a form of protection that applies more broadly than simply protection for the goods and services in relation to which a wellknown mark is registered and used. This consequence seems unavoidable…” which I disagree. Unavoidable consequences are no grounds for extending laws, which currently exist. 

The WIPO report also goes on to say “Furthermore, such an approach would be consistent with the policy reflected in anti-dilution laws to prohibit any use of famous marks by unauthorized persons in connection with goods and services, whether similar or dissimilar to those in respect of the famous mark is used, which affects the integrity or reputation of the mark”. Here WIPO clearly uses the terms “anti-dilution laws” which neither TRIPs nor the Paris Convention adopted the US anti-dilution law in the whole. Clear conditions and pre-conditions were laid out instead. In other words, these paragraphs would clearly appear that WIPO recommendations are attempting to go beyond rules applied by existing international treaties and this is NOT acceptable.

2) RFC 3 also talks about an Evidentiary presumption. This is another unacceptable provision in Chapter 4. As you can see from the Paris Convention and TRIPs agreement, damage and usage have to proven. It is not presumed. Why then should ANY presumptions be made in the WIPO recommendations? 

The WIPO recommendations states:

“An exclusion gives rise to an evidentiary presumption…upon showing that the respondent held a domain name that was the same as, confusingly similar to, or dilutes the mark that was subject of an exclusion….” It goes on to say “the respondent would have the burden of justifying the registration of the domain name”. 

The burden of proof currently lies with the trademark holder, and there is not sufficient justification to amend this existing legal requirement. Evidentiary presumption in favour of trademark holders does not exist under most national and all international laws, and should not be included in the WIPO recommendations. Why should the burden be shifted in favor of the trademark holder? Current law would put the burden on them not the respondent. Also this sounds like another attempt to import US anti-dilution law, and have it apply to the rest of the world through a chain of contracts from ICANN to the domain name applicant. Contracts cannot amend national or international law.

Application of anti-dilution and the equation of domain name to a trademark would now mean, those even slightly similar names can be excluded. For example, all combinations of IBM including misspellings will now be excluded from all open TLDs, which would include iibm.com.tv, ibim.com, ibmm.com, etc. Does this now mean that the International Indian busy mums (iibm) website on ways mothers can manage their time, will not be allowed to get iibm.net?

It is felt that this kind of application of anti-dilution laws to domain names, and adding the presumption of infringement would dramatically reduce the number of domain names that can be made available. As it is, domain names are based on the Anglo Saxon language, and people could apply for names which have meaning in their language but could look similar to a famous mark. Are we now going to disallow these names? Are we now going to block all combinations and misspelling of a few hundred famous marks, and in the process reduce the scalability of domain names which are already reduced by its limitation by TLDs and the English alphabets. I don’t think so. This would also amount to providing more rights than currently exist in the real world to famous mark holders, and lead to unnecessary injustices.

Domain names are a key resource to electronic commerce, and for people wanting to have a presence on the Internet. We should not be limiting them lightly, or in the extreme for trying to protect the rights of a few.

Last section recognition of abusive registrations is the only acceptable portion of Chapter 4. 

Chapter 5

New TLDs should be added carefully, to allow for a coordinated approach to gTLDs. It is understandable that trademark holders are concerned to have more marks to monitor than before. They may end up trying to ask for general exclusion in all new TLDs created, and this would equally defeat the need for new TLDs. Some compromise and balance needs to be found.

As much as possible, differentiation of TLDs should be promoted to allow for non-commercial uses with legitimate interests in names, to co-exist with names that happen to be famous marks as well. For example, Mr. McDonalds should be allowed to have mcdonald.per for example, especially if he is running a website for the McDonalds family.

I therefore disagree with the statement in the report that “under some national laws, the mere use of a famous mark can constitute dilution of the mark that is unlawful. It would seem appropriate that famous and well known marks be protected even in non-commercial domains”.

This statement will again imply that the WIPO recommendations adopt the anti-dilution approach of some national laws, which are not currently internationally accepted. This approach will also limit the scalability of domain names, and will make it more difficult to reach a solution to have the co-existence of domain names, especially where there are competing legitimate rights to the name. I do not see why the WIPO recommendations should favor the rights of one over others, especially when these rights are not recognized under most national and international laws

As far as possible, we should be concentrating on technical and other mechanisms to minimize confusion between trademarks and domain names, and allow for co-existence of names, just as we do in telephone directories or any other listing mechanisms which clearly distinguish one trademark from another. Domain names are a key resource, and while every effort should be made to avoid abuse of other people’s trademark, there should be equally efforts to allow for co-existence of names, especially where people have a competing legitimate interest to that name.

